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INTENTIONALLY LEFT BLANK�
�
Conducting an Investigation Overview


�


This chapter introduces the steps you will follow to conduct an investigation.  It discusses the elements of an investigative plan, in-briefing and out-briefing senior management, evidence, and common problems associated with conducting an investigation.  





Conducting an Investigation


�


After you complete the Preliminary Inquiry, follow these steps to conduct the investigation.





Step 1:  Plan the investigation.


Step 2:  Prepare an Investigative Plan.


Step 3:  Notify senior management of all involved commands that you are


conducting an investigation.





Step 4:  Gather and evaluate information and documents (evidence).


Step 5:  Resolve common investigative problems.


Step 6:  Notify management that you have completed the onsite phase of the investigation.





�
Step 1:  Plan the Investigation


�


Plan how you will conduct the investigation.  It is important to:





 - Read the complaint thoroughly. 





 - Consult subject matter experts and your legal office for advice regarding the complainant’s issues.





 - Research the standards.  Build a basic library of references, such as:





- Joint Ethics Regulation


- Uniform Code of Military Justice (UCMJ)


- Joint Travel Regulation


- Prohibited Personnel Practices (US Code)





 - Interview the complainant, if available.   If the complainant is anonymous or requested confidentiality, you will have to rely on the allegations in the original complaint.


	


 - List the elements of the standard(s). 





-  Draft the allegations in the proper format.





Step 2:  Prepare an Investigative Plan 


�


Prepare your Investigative Plan (referred to hereinafter as the Plan) once you complete your preliminary analysis.  The Plan is the written outline of how you intend to carry out the investigation.  Use the Plan as a checklist to ensure you cover all necessary points.  Although you will draft your Plan at the start of your investigation, you must update it continually to:





- Document completed steps; and,





- Reflect changes as the investigation progresses.





The Plan does not need to be elaborate or formal.  At a minimum, include a written statement of the allegations and a list of witnesses you plan to interview.  A written Plan is important in the event you suddenly become ill or you are otherwise unable to complete the investigation.  You may include all of the elements listed below in your Plan or combine some of the elements.   


�
Step 2:  Prepare an Investigative Plan (Continued)


�


Elements of an Investigative Plan





  Interview Sequence Plan


  Interview List (Witness List)


  Contact List


  Notification List


  Document List


  Allegations List


  Chronology of Events


  Logistical Plan


  Background Information


  Outline of Proof 





NOTE:  Update the Plan continually.  Keep a copy of every revision of each document and date each copy.





a.  Interview Sequence Plan 





The Interview Sequence Plan (referred to here as an Interview Plan when combined with other lists) lists the witnesses you plan to interview, the order of the interviews, the allegations you intend to discuss, and the questions you intend to ask.  The Interview Plan should include:





- Comments about the witnesses, e.g., friendly, neutral,  adverse;





- Tentative questions for each witness, generally, start with open-ended, general questions leading to more specific; and,





- A list of documents you intend to obtain from each witness and a copy.





As a general rule, interview the complainant first and the subject last.  You should delay notifying the subject that you are conducting an investigation until you arrange an interview.  You will eliminate the possibility that the subject may try to intimidate or, in some cases, reprise against the complainant and other witnesses.  When possible, obtain documents or physical evidence such as airplane tickets, travel orders, etc., before interviewing the subject if you believe the information will provide all the evidence necessary to prove or disprove an allegation.  The subject(s) may also give you documents to prove his/her innocence or admit to the alleged misconduct prior to an interview, allowing you to conclude the investigation without interviewing others.  Remember, the Privacy Act requires you to “collect information to the greatest extent practicable directly from the subject when the information may result in adverse determinations about an individual’s rights, benefits, and privileges under Federal Programs.”  


�
Step 2:  Prepare an Investigative Plan (Continued)


�


b.  Interview List





The Interview List identifies the persons you will interview.  You may also include information from the Notification and Contact List if it is easier to maintain all of this information in one document.  





c.  Contact List





The Contact List facilitates the preparation of the Interview List.  You can use the list to keep track of the persons you notified about the investigation.  Your list may include:





- Complainants, subjects, and witnesses, in addition to cognizant COs, XOs, supervisors, local IG office personnel, JAGC or OGC attorney, and technical experts; and,





- The witness name, title, rank or grade, address, phone number and other pertinent information, to include his/her role in the investigation.





d.  Notification List





The Notification List identifies everyone you should inform that you are conducting an IG investigation and the dates you notified them.  The Notification List is often a part of the Contact List.





Sample Interview Plan that combines the three elements above with the Interview Sequence Plan is on the next page.


�
Step 2:  Prepare an Investigative Plan (Continued)





Sample Interview Plan


(Combined Interview Sequence Plan, Notification List, and Contact List)�
�
ORDER�
INTERVIEWEE�
CATEGORY�
ALLEGATIONS & DOCUMENTS�
QUESTIONS�
�
1�
CAPT Frank Smith, 


(301) 757-3456�
Commanding Officer, COMNAVAIRSYSCOM�
�
20 June 02 – Notify CAPT Smith that you are conducting an investigation.�
�
2�
LT Kris Young,


(301) 757-8702�
Staff Judge Advocate, COMNAVAIRSYSCOM�
�
20 Jun 02 - Notify LT Young that you are conducting an investigation.�
�
3�
Lisa Ponds�
Subject Matter Expert (SATO)�
2�
Any restrictions on changing reservations?�
�
4�
Taylor Rutkowski





(301) 757-2105�
Witness�
1, 2 


Ms. Chase’s Travel Orders


& Travel Claim�
Who requested to attend conference?  Who approved?  �
�
5�
Paula Collins NAVAIR, Level II Team Leader, PMA 277


(301) 757-4430, GS-13�
Witness�
1�
Where did you eat lunch on 3 March? With whom?  When did you leave?  When did you return to the conference? Who were you with?  Which working group did you attend that afternoon?  Was Ms. Chase in that group?  Did you see her?�
�
6�
Mr. Randall Lopez,


Conference Chairperson�
Witness�
1


List of Conference Attendees;


Conference Schedule of Events and Presentations


�
Was Ms. Chase scheduled to be on the Network Users’ working group panel on 3 March 2003?  Did she attend? Did she contact you on 3 March or 4 March to explain why she didn’t attend?�
�
7�
Ms. Armandina Sanchez�
Witness�
1�
When did Ms. Chase leave the Rio Grande on 3 March 2003?  Who did she ride with to and from the restaurant?  What working group did you attend on the afternoon of 3 March 2003 and 4 March?  �
�
9�
Sylvia Chase NAVAIR, Deputy Program Manager, PMA 277


(301) 757-2209�
Subject


Interview Last�
1, 2


Travel Orders


Travel Claim


JER § 2635.705


2 JTR C2001A�
Who did you have lunch with on 3 March 2003?  How many working groups did you attend? How much were you reimbursed for trip?�
�
FOR OFFICIAL USE ONLY - PRIVACY SENSITIVE


Any misuse or unauthorized disclosure may result in both civil and criminal penalties.�
�
Step 2:  Prepare an Investigative Plan (Continued)


�


e.  Document List





The Document List identifies the documents you need and acts as a checklist.  Our sample includes an optional “comment” column for indicating planned use of each document.  Include both existing and potential records and their relevance to the investigation.





Obtain and analyze pertinent documents, e.g., Office of Personnel Files (OPFs), e-mail, calendars, and internet files, prior to conducting interviews.  Note the location, date obtained, and any additional comments in the Document List.








Sample Document List


�
�
DOCUMENT�
LOCATION�
DATE OBTAINED�
COMMENTS�
�
Travel orders (Chase)�
PSD�
6/25/03�
#67895�
�
Time and Attendance Records for 4-5 Mar 2003 (Chase)�
COMNAVAIRSYSCOM�
6/25/03�
#67901�
�
Travel Claim (Chase)�
COMNAVAIRSYSCOM�
6/25/03�
#67902�
�
FOR OFFICIAL USE ONLY  - PRIVACY SENSITIVE


Any misuse or unauthorized disclosure may result in both civil and criminal penalties.�
�



f.  Allegation(s) List





The Allegations List provides a quick overview of the nature and scope of the investigation.  Identify each alleged wrongdoing or impropriety and the applicable rule or regulation and include the following:





- Each allegation you intend to investigate;





- Allegations you refer to another command for action with an explanation for your decision; and,





- Emerging allegations you believe warrant investigation based on facts developed during the course of the investigation or additional information.


�



Step 2:  Prepare an Investigative Plan (Continued)





Sample Allegations List





(1) That Ms. Sylvia Chase improperly abused her official time by not attending a working group she was required to attend on the afternoon of 3 March 2003, and an all day working group on 4 March 2003, in violation of DoD Instruction 5500.7-R, Joint Ethics Regulation (JER), Chapter 2 § 2635.705, Use of Official Time.





(2) That Ms. Sylvia Chase returned from San Diego to Reagan-National Airport vice Dulles Airport and incurred an additional cost for the flight change and fare increase at government expense, for which she improperly claimed reimbursement on her travel voucher dated 7 March 2003, in violation of the Joint Travel Regulations (JTR), Chapter 2, § C2001A, Transportation Modes, Accommodations, Transportation Requests, Baggage and Mileage Rates.  





FOR OFFICIAL USE ONLY- PRIVACY SENSITIVE


Any misuse or unauthorized disclosure may result in


both civil and criminal penalties.�
�



g.  Background Information





The Background section includes:





- The origin of the hotline complaint;





- A summary of the complaint;


- Optional information about earlier investigations or ongoing investigations (EEO, etc.) and any other background information that might establish a precedent for this case.





Sample Background Information





Origin of Complaint.   DoD (# 72033) received the complaint on 10 May 2003 and tasked NAVINSGEN on 30 May 2003; NAVINSGEN (# 20030435) received DoD complaint on 4 June 2003 and tasked COMNAVAIRSYSCOM on 8 June 2003; NAVAIRSYSCOM (# H02-034) received the NAVINSGEN tasking letter and complaint on 12 June 2003 and tasked to the IO on 20 June 2003





Summary of complaint.  The complainant alleged three COMNAVAIRSYSCOM employees, Ms. Sylvia Chase, Ms. Paula Collins and Ms. Marie Powell, were on temporary duty (TDY) from 1-5 March 2003 while attending the C4I conference in San Diego, California.  The complainant alleged that Ms. Chase did not attend the afternoon conference session on 3 March 2003 and did not return to the conference on 4 March 2003.  The caller also alleged that Ms. Chase returned to Reagan-National Airport, Washington, D.C., vice Dulles Airport, as scheduled, and did not pay the additional costs for the flight change.





Search of database.  The COMNAVAIRSYSCOM database did not reveal any previous substantiated allegations against Ms. Chase.


�
�



�
Step 2:  Prepare an Investigative Plan (Continued)


�


h.  Chronology of Events





The Chronology of Events outlines the order in which events occurred.  It is important to have a good understanding of what happened and when before beginning your interviews.  





Create a chronology of events based on your understanding of the complaint and update it as you obtain additional information.  You can use the chronology to bring a new investigator up-to-speed on the case.





Sample Chronology of Events�
�
Date�
Event�
�
1 Mar 02�
Subjects departed Reagan National for C4I conference in San Diego.�
�
2 Mar 02�
Subjects attended conference as scheduled.�
�
3 Mar 02�
Subjects attended morning session at conference and broke for lunch.�
�
 �
Ms. Sanchez and Mr. Papas drove together to a nearby restaurant for lunch.�
�
 �
Ms. Chase and Ms. Collins were seen at the restaurant having lunch together.�
�
 �
Ms. Collins requested a ride back to the conference from Ms. Sanchez�
�
 �
Mr. Lopez, conference chairperson and panel moderator, gathered participants together to begin session.�
�
 �
Network User’s Group started at 1300.�
�
�
Ms. Chase was not present at the panelist’s table at 1300.�
�
 4 Mar 04�
Ms. Chase was not present at the Network User’s Group.�
�
 5 Mar 04 �
Ms. Chase returned to Reagan-National Airport.�
�
FOR OFFICIAL USE ONLY  - PRIVACY SENSITIVE
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�
Step 2:  Prepare an Investigative Plan (Continued)


�


i.  Logistical Plan





The Logistical Plan describes transportation and travel arrangements and identifies Points of Contact (POCs).  The Logistical Plan should include the following:





- Travel arrangements;


-  Local transportation;


 - Lodging;


- Interview rooms;


 - Number of investigators required for interviews; and,


 - Office space and equipment.


Sample Logistical Plan�
�
Itinerary�
POV depart on 1 Jul 03


Est return 8 Jul 03�
�
Lodging�
Best Western (301) 757-9023�
�
Local contact #�
(301) 757-2314�
�
Equipment�
Tape recorder


Laptop computer�
�
FOR OFFICIAL USE ONLY  - PRIVACY SENSITIVE


Any misuse or unauthorized disclosure may result in both civil and criminal penalties�
�



Note:  Review a more detailed list in Appendix D, Investigative Plan, page D-10.


�
Step 2:  Prepare an Investigative Plan (continued)


�ref  SHAPE  \* MERGEFORMAT ���


j.  Outline of Proof





The Outline of Proof is the criteria used to determine whether or not an allegation is substantiated.  It should include a list of applicable standards and how each standard applies to the facts of your case. 





Sample Outline of Proof�
�
Rule/Regulation�
Topic�
Elements of Proof�
�
DOD 5500.7-R, JER, Chapter 2 § 2635.705�
Establishes requirements for use of official time�
Use of official time�
�
2 JTR C2001A�
Ms. Chase’s flight to Reagan-National�
Use of government contract flights�
�
2 JTR C2001A�
Ms. Chase’s reimbursement of additional fees�
Traveler’s Cost Liability when government contract flight not used�
�
FOR OFFICIAL USE ONLY - PRIVACY SENSITIVE
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�



Maintaining the Investigative Plan


��ref  SHAPE  \* MERGEFORMAT �


The Investigative Plan changes and expands during the course of your investigation.  Some helpful hints to assist you in maintaining your Plan are:





- Make a copy for the case file;





- Update your Plan continually;





- Highlight the pertinent sections; and,





- Modify your allegations as necessary.


�
Step 3:  Notify Senior Management of Investigation


�ref  SHAPE  \* MERGEFORMAT ���


Notify senior management of all involved commands, as a matter of protocol and courtesy, before you start your on-site investigation.  You must also remind management, subjects, and witnesses to refrain from discussing the investigation in order to protect reputations and avoid compromising the investigation.  How and when you notify personnel involved in the investigation can exacerbate or minimize:





- Invasion of privacy;


- Damage to reputations; and


- Risk of compromising the investigation.


Brief management only on your decision to conduct an investigation – do not provide details!  You may inform the command about the general nature of the investigation if it will not compromise the investigation.





Sample Command In-Briefing


  


- We are here from the COMNAVAIRSYSCOM Inspector General's office to investigate a hotline complaint. 


 


- We anticipate we will be conducting interviews for about 3-4 days and will primarily limit our discussions to civilian employees.  At this time, we do not anticipate questioning officers or enlisted personnel.


 


- We are not, and neither should you be, interested in determining or knowing the identity or motive of the complainant.  As a reminder, complainants are protected from reprisal under 5 U.S.C. 1213, Provisions relating to disclosures of violations of law, gross mismanagement, and certain other matters, 2302(b)8, Prohibited Personnel Practices, and 10 U.S.C. 1034, Military Whistleblower Protection Act.





 - We understand this is an inopportune time for an investigation and that the process is intrusive and disruptive, but we will complete the interviews as soon as possible.


 


- As in any IG investigation, we have access to all persons, files, records, notes, etc.  We will arrange our own interviews.  We ask interviewees to cooperate with us and to refrain from discussing information about the interview without our persmission.





 - Also, interviewees should not infer anything if called for an interview.  We will interview numerous people to gather background information and we may or may not question them about the allegations in the complaint.


�
�






�
Step 4:  Gather information 


�


The next step is to gather information (evidence).  The three types of evidence are statements, documents, and physical objects.





You will use evidence to establish and evaluate the facts.  You will use the facts to prove or disprove the allegations, draw conclusions, and make recommendations.





Statements





Information you obtain from interviewing witnesses may include their first-hand knowledge of the events or an accounting of what other people said in their presence.  You must probe the witnesses for problems with perception, memory, bias, etc.





You must also make a clear distinction between the witness’ recitation of facts (direct evidence) and his/her interpretation of those facts (opinion).  Also, ask the witness for the facts that support his/her opinion.





Documents





You may also collect documents as physical evidence during your investigation.  When necessary, obtain a document to prove its existence (a contract) or to establish its contents (the contract was signed by a specific person.)





NOTE:  We do not normally require original or certified copies of documents for IG investigations.





Physical Objects





You may use a physical object to demonstrate its existence or identity.  For example, the serial number on a computer found in a private residence could identify it as Government-owned property.





All three forms of evidence, statements, documents and physical objects, may be categorized as direct or circumstantial evidence, which includes hearsay.  














�
Step 4:  Gather information (continued) 


�


Direct Evidence





You use direct evidence to prove or disprove a fact through the first-hand knowledge or observation of a witness, through the text, pictures, or graphics of a document, or through the existence and characteristics of a physical object.  Direct evidence is best because it reduces the need to draw inferences from the evidence to reach conclusions.





Example:  “The subjects’ travel orders stated the supervisor authorized them to depart their place of residence on 1 March 2003 to attend a C4I conference in San Diego, California.”





Direct evidence recounts exactly what the travel orders state.





Circumstantial Evidence





You use circumstantial evidence to prove or disprove a fact through the (presumed) existence of a logical relationship between the evidence and the fact at issue.  The logical relationship itself may be subject to question, usually must be explained, and sometimes leaves room for interpretation or controversy.  Therefore, you must evaluate circumstantial evidence critically and attempt to corroborate it with other evidence.





Example:  “The subjects’ authorized return date was 5 March 2003.”





The person who prepared the travel orders implies the employees’ supervisors approved their return on 5 March3.  Without interviewing the supervisors, the reader can only infer the supervisors authorized the employees to travel on this date.





Hearsay Evidence





You may use hearsay, a form of circumstantial evidence, in your investigation.  The accuracy of the hearsay statement depends on someone other than the witness who provides you the information.  You should try to corroborate hearsay by interviewing others who may have more direct, or first-hand, knowledge of the facts in question.














�
Step 4:  Gather Information (continued)


�


Hearsay Evidence (continued)





Example:  Ms. Armandina Sanchez stated, "Toti Papas told me he saw Ms. Chase order more than two Margaritas during lunch on 


3 March 2003."





In this example, Ms. Sanchez has second-hand knowledge of the event in question since she did not personally witness Ms. Chase ordering more than two drinks.  You would corroborate this evidence with Mr. Papas before including it in your report.





Material Fact v. Immaterial Fact





The facts you gather may be material or immaterial to the investigation.  A fact is essential, or material, to the case when you need it to evaluate the issue.  A fact is immaterial, or non-essential, if it is has no importance to the issue.





Example:  Allegation 1 states Ms. Sylvia Chase improperly made a claim on her travel voucher for travel to San Diego 1-4 March 2003, claiming she was on travel 1-5 March 2003.





The fact that Ms. Chase tells you during the interview that she was on travel from 1-5 March is material since you need that information to evaluate the issue.





The fact that Ms. Chase tells you during the interview that she is married is immaterial and you should not include that information in your investigation.





Relevant v. Irrelevant evidence





Use relevant evidence, which tends to make a material fact more or less probable, to prove or disprove an alleged fact.





Example:  Allegation 1 states Ms. Sylvia Chase improperly made a claim on her travel voucher for travel to San Diego 1-4 March 2003, claiming she was on travel 1-5 March 2003.





The information you obtain from travel vouchers, airline tickets, etc., is relevant evidence, which you may use to prove or disprove the allegation.





The information that Ms. Chase shared with you about her two children is irrelevant, as it has no bearing on the facts of the case.


�
Step 4:  Gather Information (continued)


�


Standard of Proof





Standard of proof is the degree of certainty you apply to the evidence to substantiate an allegation or not.





Generally, the standard of proof for an IG investigation is the preponderance of the credible evidence.  This means it is “more likely than not” – 51% or greater – that an event occurred.





If the weight of the evidence does not clearly tip the scale in one direction or the other, continue the investigation.





You must decide what happened.  When witnesses disagree, or the evidence is conflicting, your job is to reconcile the differences.  Under these circumstances, consider updating or reviewing your Investigative Plan, interviewing more witnesses, and/or searching for other documents.





In the end, you may have to choose between conflicting versions of events.  If this occurs, you should discuss which version is more credible and why.  This, in large part, depends on your evaluation of the testimony and other evidence.





Step 5:  Resolve Common Investigative Problems


�


Common problems you may encounter during the investigation include:





Uncooperative commands;		


Refusal to comply;


Intimidation;


Requests for other attendees at an interview;


Losing impartiality;


Reprisal; and,


Requests for advice from interviewees.


�
Step 5:  Resolve Common Investigative Problems 


�


1.  Uncooperative Commands





On rare occasions, a command may refuse to allow you to interview witnesses or try in other ways to impede the investigation.  If you encounter this situation, contact the senior member of the command.  If you are unable to resolve the problem at the command level, contact your immediate tasking authority for assistance.  





The command should take steps to establish the proper atmosphere for the conduct of an investigation, to include:





- Provide a space for you to work and make witnesses readily available;  





- Make a general announcement that an IG investigation is underway to limit speculation;





- Remind employees of their duty to cooperate with you; and,





- Direct uncooperative interviewees to answer your questions and discipline those who refuse to cooperate unless they have the right to remain silent.





NOTE:  SECNAVINST 5430.57F is the authority requiring cooperation from Navy personnel during an investigation.





2.  Refusal to Comply





SECNAV policy requires that military personnel and civilian Federal employees answer all questions relating to an investigation.  The exception to this rule is self-incrimination.





If DoN personnel refuse to be interviewed or will not answer your questions during an interview, request the interviewee’s superior officer or supervisor to issue written instructions requiring him/her to cooperate.  You may want to address this issue before the interview, if you anticipate resistance.








NOTE:  Civilians who are not Federal employees have no legal obligation to answer questions or to be interviewed during an investigation.


�
Step 5:  Resolve Common Investigative Problems 


�


3.  Witness Intimidation





You should immediately report suspected tampering or intimidation of interviewees to the witnesses’ commander and to your own chain of command.  If you suspect the commander has intimidated or interfered with interviewees, advise your IG office.  Document all incidents of suspected tampering in the case file.





4.  Request for Other Attendees at an Interview





Normally, it is not appropriate to allow an interviewee to have friends or relatives present during an interview.  Discourage interviewees from inviting friends or relatives to take part in the interview as their presence may be distracting and inhibit candor and full disclosure.  





Make exceptions to this rule only if the third party’s presence facilitates communications, e.g., a translator.  





NOTE:  Note the presence of all third parties in your investigative file.


	


5.  Losing Impartiality





Investigators must avoid the appearance of partiality.  Engaging in social activities with persons involved in the investigation is inappropriate.  If you discover an interviewee is a friend, relative, or long-time colleague, or you cannot remain impartial during the investigation, contact your immediate tasking authority.





6.  Reprisal





The right of a complainant or witness to communicate with an IG free from fear of reprisal is essential to the success of the IG mission.  Reprisal, or the threat of reprisal, constitutes interference with an official investigation.  If an interviewee tells you he/she has been subjected to or fears reprisal as a result of participation in the investigation, explain the rights available to him/her under the Whistleblower Protection Acts (civilian or military) and notify the command IG.





The command IG should inquire into the allegation of reprisal and, if substantiated, notify NAVINSGEN immediately.


�
Step 5:  Resolve Common Investigative Problems


�


7.  Interviewee’s Request for Advice





Give advice to interviewees only if it pertains to procedural issues or their rights or duties in connection with the investigation.  





For example, you may tell an interviewee that he/she may seek the advice of an attorney prior to the interview.  However, if asked, do not comment on whether it is appropriate to seek legal advice.





Step 6:  Notify  Management Upon Completion


�ref  SHAPE  \* MERGEFORMAT ����


Notify senior management that you have completed the investigation.








Sample Command Out-Briefing








We have concluded this portion of our inquiry.  We anticipate we will complete our report within 2-3 weeks.





We would like to remind you of the importance of not discussing the case because rumors can damage a person’s reputation.





We want to thank you for your assistance during our visit.


�
�






In Summary...


�ref  SHAPE  \* MERGEFORMAT ���


-  Make sure the Investigative Plan is in writing and update it as often as necessary.





- The standard of proof for IG investigations is the preponderance of the credible evidence, which is 51% or greater.�


-  If the evidence does not tip the scales one way or the other, you should continue the investigation.





 - Remember that military personnel and Federal employees are required to answer questions, unless it exposes them to criminal liability.





 - Always remain impartial.
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