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INTENTIONALLY LEFT BLANK�
Maintaining the Case File


�


Proper management, retention, and release of IG case files are an integral part of the IG function.  During the course of an investigation, you will create and gather numerous documents to include:





- Complaints;


- Tasking letters;


- Legal opinions;


- Investigative and interview plans;


- Contact and witness lists;


- Investigator notes;


- Notes of phone conversations;


- Routing slips;


- Travel and expense reports;


- Complainant, witness and subject statements;


- Results of Interview reports;


- Correspondence;


- Contracts;


- Laws, regulations, directives, instructions and policy statements; and,


- Drafts of many of the aforementioned documents.





The key to good file management is to:





- Organize documents to facilitate supervisory review and to enable another investigator to quickly and easily access information in the file on short notice;





- Clearly identify and label draft documents;





- Note computer file names on hard copies for quick reference; and,





- Maintain floppy disk backups in the case file or state their location in the case file.


�
Document Retention 


�


1.  Open Investigation





Do not discard any documents unless you are absolutely certain they are irrelevant, e.g., duplicates.  Exceptions to this rule are you may destroy:





- Drafts of documents - they should be retained only if necessary to document their contents, for example, to establish you considered a certain line of reasoning; and, 





- Drafts of interviewee statements - retain them only if it is important to document the changes made by the interviewee, particularly if the investigator and interviewee disagree about what was said.





2.  Closed Investigation





You must retain these documents, as you may need to refer to them to answer questions from higher authority or to support your findings:





- Complainant’s correspondence;


- Tasking or forwarding letters;


- Completed Investigation Report;


- Investigative Plan, Contact, Notification, and Witness List;


- Documents pertinent to the facts (not readily available instructions);





- Travel and expense records of subject(s);





- All sworn and unsworn statements;


- Legal opinions;


- Interviewee notes and Record of Interviews; and,


- Correspondence to complainants/subjects.


NOTE:  You may consider purging command instructions, policy statements, and organizational manuals unless you intend to keep them as part of a separate “library” for future reference.





�
Document Disposal 


�


Upon closing the investigation, review the file to eliminate unnecessary documents in preparation for storage.  Retain all documents, if criminal prosecution is a possibility.  Otherwise, all extraneous material should be removed.  Examples of documents you may consider discarding are:





- Telephone logs;


- Notes of phone calls not pertinent to the IR;





- Maps/directions;


- Post-it notes;


- Gratuitous remarks; and,


- Investigator’s travel and expense records.





Storing the File


�


After you “cleanse” the file, maintain the record in accordance with SECNAVINST 5212.5D, “Navy and Marine Corps Records Disposition Manual”.  Generally, you should store non-historical records for 10 years and then destroy them.  Contact the NAVINSGEN legal office if you have any questions.





Remember:  Embarrassment is not a legitimate basis to withhold information from a requestor.  You should prepare the file for possible release before you receive a request.  Be prepared to defend what is left in the file.








Release of a Case File for Official Purposes


�


IG investigations are conducted “For Official Use Only”.  While an investigation is open, information is not normally releasable to personnel outside the DoN IG chain of command.  





Once the investigation is closed, the Investigative Report and other documents may be released to those who have an official need to see and use it.





If the responsible authority undertakes disciplinary action, subjects usually have due process rights that permit access to most, if not all, of the file.  


�
 Privacy Act (PA) 5 U.S.C.  §  552a


� 


The Privacy Act provides individual rights regarding personnel records and allows individuals access to Government records pertaining to themselves.  It establishes a right:





- To know what the records contain; and





- To seek correction of erroneous information.





Before a person may invoke the PA, the information must be:





- Personal in nature;





- Maintained in a “system of records”; and,





- Routinely retrieved using personal identifiers, such as names or social security numbers





Case files in an IG organization are maintained in a “Privacy Act System of Records” if the system is maintained in accordance with the NAVINSGEN system.  They must be safeguarded under the PA, but are generally available to the individual (not to third parties.)  





Exemptions to release of Privacy Act information are:





- General exemptions





5 U.S.C. § 552a(j)(1) & (2); for CIA and “police” agencies. 





- Specific exemptions





5 U.S.C. § 552a(k) [(k)(2) is applicable to IG reports.]





�
Freedom of Information Act (FOIA)  5 U.S.C. § 552


�


Unlike the Privacy Act (PA), the Freedom of Information Act (FOIA) insures everyone has access to Government records, whether or not the information is about them.  





The FOIA is a uniquely American concept that originated from the idea that people are the masters of the Government, not vice versa.  The intent of establishing FOIA was to prevent a secret government.





DoD and DoN policy states that persons requesting information about them are entitled to have their request reviewed under both FOIA and PA.  The reviewer must release the information under whichever statute allows the greater release of information.





FOIA exemptions routinely invoked concerning IG reports are:





- (b)(5)  - Opinions and recommendations;





- (b)(6)  - Information obtained from medical and personnel;





- (b)(7)  - Investigative material compiled for law enforcement purposes;





- (b)(7)(C)  - Names and other personal identifiers; and,





- (b)(7)(a) - Open investigation.





As discussed earlier, you cannot release any information in the case file while the investigation is open.  Exemption (b)(7)(A) applies.  The release of information from the case file could impede the investigation and be potentially harmful to the DoN.  The investigation is not considered closed until responsible authorities have taken all final administrative action, to include disciplinary action.  


   


Whether or not you release information under FOIA and the PA depends on who makes the request.  Both FOIA and the PA apply to first party requests (subjects or complainants).  Only FOIA applies to third party requests (spouse, press, or nosy coworker.)


�
Release Authority


�


The release authority for IG investigations varies.  NAVINSGEN is the release authority for all DoD IG and Navy investigations it has conducted (by agreement with DoD IG) or tasked to other Don organizations.  





All cases originating with a complaint to the hotline of another DoN organization are that organization’s responsibility.  





Example:





The release/initial denial authorities will process the FOIA release of a NAVSEA hotline complaint investigated by a NAVSEA IG or someone tasked by the NAVSEA IG, for NAVSEA. 





However, since NAVSEA would refer a hotline complaint concerning a SES employee to NAVINSGEN for investigation, NAVINSGEN would act as the release/initial denial authority





NOTE:  Senior officials have less privacy protection than do lower ranking personnel because they are considered “public officials”.   Consequently, exemption (b)(7)(C) may not be available to withhold a senior official’s name from release in substantiated cases.
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