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Whistleblowing Overview


This chapter defines whistleblowing terms, the laws and regulations intended to protect whistleblowers and who is authorized to receive whistleblowing complaints.  The chapter also presents the history of whistleblowing and whistleblower protection for civilian government employees, military personnel, non-appropriated fund employees, and contractors.  It then discusses the IG’s action upon receipt of a whistleblowing complaint, allegations of reprisal and how to conduct a reprisal investigation.  The chapter includes an overview of the process used to refer service members for mental health evaluations. 

Introduction to Whistleblowing

Over the years, the law has recognized that society benefits from the disclosure of wrongdoing.  “Blowing the Whistle” on suspected impropriety is one of the principal means by which IGs become aware of situations that warrant investigation or inquiry.   

Whistleblower is the term used when referring to any person who discloses information he or she reasonably believes is evidence of:

-  A violation of any law, rule, or regulation;

-  Mismanagement;

-  A gross waste of funds;

-  An abuse of authority; or,

-  A substantial or specific danger to public health or safety.

To ensure no one suffers retaliation as a result of a disclosure, Congress enacted laws that encourage disclosure of certain types of wrongdoing by prohibiting retaliatory personnel actions.  Various statutes apply to whistleblowing cases depending on the status of the employee.  As noted in the charts on pages 8-6 thru 8-9, DoN IG organizations do not have primary jurisdiction in the investigation of allegations of reprisal for making protected whistleblower disclosures.  In some cases, IG organizations have no authority depending on the status of the employee.  However, IG organizations are authorized to receive and investigate complaints that include whistleblowing allegations. 

HISTORY OF WHISTLEBLOWER PROTECTION


1968

Ernest Fitzgerald, a USAF civilian management systems deputy testified before Congress about $2 billion cost overruns on C-5A program.  Mr. Fitzgerald was fired on orders from Nixon White House.  He was reinstated in 1982.

1978

Civil Service Reform Act (CSRA) established whistleblower protection for Federal employees. 
1983

Whistleblower protection extended to non-appropriated fund employees 

Mid 1980s

$7,600 coffee brewer

1985

COL James Burton, USAF, reported testing irregularities in M-2 Bradley IFV program to Congress.  His position was eliminated and he was threatened with relief for cause, transfer to Alaska, and forced retirement 

1986 

Rep. Barbara Boxer (now Senator) introduced Whistleblower Protection Bill as an amendment to the FY-87 House Authorization Bill.  The bill died in conference as the Services maintained no special legislation was required to protect whistleblowers.

1987

House Armed Services Committee holds hearings on whistleblower protection.

Michael Tufariello, USNR, told local IG about reservists who were receiving pay for drills they never performed.  CO directed Mr. Tufariello to undergo a Mental Health Exam.  He was escorted to the hospital on Friday evening, but not seen by a doctor until Monday afternoon.  He was released with no diagnosis of mental problems.

1988

Sen. Boxer’s “Military Whistleblower Protection Act” entacted as part of FY-89 Authorization Act (10 U.S.C. § 1034).  The Act only protects communications with IGs and Congress.

1990

10 U.S.C. § 1034 expanded to prohibited referral for Mental Health Examination as reprisal.

1991

10 U.S.C. § 1034 expanded to extend protection to communications made to auditors, criminal investigators, inspectors, and law enforcement officials.

1994

10 U.S.C. § 1034 expanded to extend protection to communications made to designated entities in the chain of command and disclosures regarding discrimination or sexual harassment.

Military Whistleblower Complaints


Who Can Receive a Complaint

As outlined in the charts on pages 6 through 9, various agencies have responsibility for investigating reprisal complaints depending upon the employee’s status.  DoD IG has responsibility for military members, non-appropriated fund employees, and contract employees.  Both DoD IG and Service IGs can accept reprisal complaints made by military members under 10 U.S.C. § 1034.  

In this chapter, we focus primarily on the procedures related to conducting a reprisal complaint from a military member since you will most likely conduct only this type of reprisal investigation.

Since DoD IG maintains oversight of all reprisal cases within DoD, Service IGs must notify DoD IG (Special Inquiries Division) within 10 days of receiving a reprisal complaint.  

Field IGs should coordinate notification through the NAVINSGEN Hotline Division.  If the complaint involves a senior official, notify the NAVINSGEN Special Inquires Division.

IG’s Role Upon Receipt of an Allegation of Reprisal

Upon receipt of a complaint of reprisal, you should:

-  Determine the complainant’s employee status, i.e., government civilian, military member, contractor;

-  Refer the complainant to the appropriate agency.  (If the complainant is currently or has previously sought a remedy using the appropriate agency, inform the complainant DoN IG organizations cannot intervene);

-  Refer military members to DoD IG to ensure they are afforded the full protection of the law and notify DoD IG you received a reprisal complaint; and,

-  Conduct a Preliminary Inquiry if the complainant is a military member and you receive the complaint directly from DoD IG.

	Whistleblower Reprisal Statutes and Directives

Appropriated Fund Employees

	Civil Service Reform Act (CSRA) as codified in

5 U.S.C. §§1213, 1214, 1221

and revised by Congress in 1989

Website:

www.osc.gov

Call:

(800) 572-2249

(202) 653-9125

Address:

Disclosure Unit

U.S. Office of Special Counsel

1730 M Street N.W. Suite 201

Washington DC  20036-4505
	Employees covered:  

Civilian government employees except for non-career SES, Schedule C employees, certain intelligence agencies such as FBI and CIA, and non-appropriated fund employees.

Agency responsible for investigation: 

The statute gives the Office of Special Counsel (OSC) special authority to investigate allegations of reprisal made by civilian government employees and to ensure that the DoN takes appropriate corrective action, if substantiated.

Filing a complaint:  

The complainant has the option of filing a reprisal complaint with the Navy first but should be aware the Navy IG has limited authority.  If the complainant decides to file a complaint with OSC after we have initiated an investigation, the Navy would terminate its investigation.  To avoid undermining OSC’s investigation and duplication of effort, the Navy will not conduct a concurrent investigation. 

OSC regulations describing how to file a complaint of reprisal appear at 5 CFR 1800.


	Whistleblower Reprisal Statutes and Directives

Non-appropriated Fund (NAF) Employees

	10 U.S.C. § 1587 

Implemented by

DoDD 1401.3 revised on 16 October 2001

“Employment Protection for Certain Non-appropriated Fund Instrumentality Employees/Applicants” 

Website:

www.dodig.osd.mil

(Click on Hotlines then Reprisal Complaints)

Call:

(800) 424-9098

Address:

Defense Hotline

The Pentagon

Washington DC 20301-1900

Fax:

(703) 604-8567


	Employees covered: 

Civilian employees paid from non-appropriated funds, such as base exchanges, Morale, Welfare and Recreation employees, or any other instrumentality of the United States under the jurisdiction of the armed forces which is conducted for the comfort, pleasure, contentment, or physical or mental improvement of members of the armed forces.

Agency responsible for investigation:

DoDD 1401.3 assigns the DoD IG responsibility for the investigation of allegations of reprisal submitted by NAF employees.  

Filing a complaint:  

Complainants should file a complaint directly with DoD IG.





	Whistleblower Reprisal Statutes and Directives

Military Members

	10 U.S.C. § 1034 as amended by the FY95 Defense Authorization Act and implemented by  DoDD 7050.6 dated

23 June 2000

“Military Whistleblower Protection Act”

Website:

www.dodig.osd.mil

(Click on Hotlines then Reprisal Complaints)

Call:

(800) 424-9098

Mail:

Defense Hotline

The Pentagon

Washington DC 20301-1900

Fax:

(703) 604-8567


	Employees covered:  

Members of the Armed Forces of the United States.

Agency responsible for investigation:

DoD IG, Special Inquiries Division, has the primary authority and responsibility to conduct investigations concerning allegations of reprisal against military members.   Since 1989, military members also have the option of complaining directly to their Service’s Inspector General.

Filing a complaint:

The member may file with DoD IG or the DoN IG.  If the member wants to file a complaint with DoD IG, offer assistance.  If the 60-day filing period is about to expire, provide the DoD IG telephone number, address, website, fax number, or e-mail address to assist in filing a complaint.  





	Whistleblower Reprisal Statutes and Directives

Defense Contractors

	10 U.S.C. § 2409 

Website:

www.dodig.osd.mil

(Click on Hotlines then Reprisal Complaints)

Call:

(800) 424-9098

Mail:

Defense Hotline

The Pentagon

Washington DC 20301-1900

Fax:

(703) 604-8567
	Employees covered:

Contractor personnel who report suspected violations of law or regulations relating to defense contracts.  DoN IG and other DoN offices have authority to receive these disclosures and to protect contractor personnel under the statutes.  However, DoN IG organizations are not authorized to investigate such allegations.

Agency responsible for investigation:

DoD IG has the responsibility for investigating these allegations.

Filing a Complaint:

Advise the complainant to file the complaint with DoD IG and provide the hotline numbers and address. 



Conducting a Preliminary Inquiry 


Upon receiving a reprisal complaint from a military member, you will conduct a Preliminary Inquiry (Complaint Analysis) to determine whether the allegations merit investigation under 10 U.S.C. § 1034.  It is the Service IGs responsibility to “weed out”  frivolous cases.  If there is not sufficient evidence to determine whether or not reprisal occurred, Service IGs will open a full investigation.  

Field office IG personnel who conduct reprisal investigations should forward the report to NAVINSGEN, to be forwarded to DoD IG for approval.  

Timeliness  


The reprisal complaint must be submitted within 60 days of when the complainant first became aware of the adverse personnel action.

Notifying the Complainant


During the Preliminary Inquiry, contact the complainant to explain the purpose of the investigation and the process.  You will also want to confirm and clarify the issues raised in the complaint.  Ask the complainant to identify any documents or relevant witnesses that may assist in your investigation.  

Preparing a Chronology


Begin outlining the events based on the complainant’s rendition of the facts to organize and help you “put the pieces of the puzzle together.”  A chronology will also help you better understand the timing of all of the actions which is critical to your analysis of whether the allegation of reprisal is substantiated.

The Four Reprisal Questions


You are ready to begin gathering evidence.  Whistleblower cases are like puzzles.  The pieces must fit together in order to substantiate a reprisal allegation.

The tools you will use to gather evidence are the four questions listed below.   Ask these questions to uncover the facts.

-  Did the military member make or prepare a communication protected by statute?

-  Following a protected communication, was an unfavorable personnel action taken or a favorable action withheld?  Or was such action threatened?

-  Before taking or threatening an adverse personnel action, did the management officials know about the protected communication?

-  Does a preponderance of the evidence establish that the adverse personnel action would have been taken absent the protected communications?

These questions are used in analyzing all reprisal complaints filed by military members and may also be applied to other complaints of reprisal.

Question 1

 SHAPE  \* MERGEFORMAT 



Did the military member make or prepare a communication protected by statute?

Protected Communication

Your analysis must begin with an understanding of the term “protected communication” as it applies to whistleblower cases.

Protected communication falls into two categories, based on the recipient and the nature of the communication:
1.  Any lawful communication made to Members of Congress and IGs.

A lawful communication to Congress and IGs does not have to disclose information concerning wrongdoing, i.e., it is protected regardless of its content.

2.  Communication made to one of the following:

-  DoD audit, inspection, investigation, or law enforcement agencies;

-  People or organizations designated under Component regulations or established administrative procedures to receive such complaints; or, 

-  Chain of command.  (See SECNAVINST 5370.7B, para 6).

Communication to these entities is protected only if it concerns:  violations of law or regulation (includes EO issues); gross mismanagement; abuse of authority; gross waste of funds or resources; or substantial danger to public health or safety.

A protected communication may be:

-  Verbal, written or electronic (phone, fax, e-mail);

-  Communications made by a third party (spouse, relative or co-worker) on behalf of complainant; or,

-  Chain of command communications to include complaints made during commander’s call, request mast, or under open door policy.

Question 1 (continued)

 SHAPE  \* MERGEFORMAT 



Sample Complaints  -  Are They Protected Communications?

-  Petty Officer Jones announced at a recent Commander’s call that his supervisor discriminated against him because of his religious beliefs.

-  Chief Kirk’s commander believes she was the source of an anonymous call to the IG (however, Chief Kirk denies she ever contacted the IG).

-  LT Traveler’s mother wrote the Hotline complaining that her son would be deployed to Bahrain on her birthday and he would be unable to attend her birthday celebration.

-  Seaman Sweettooth wrote to his Congressman complaining that the lunch line at the base dining facility was too long and by the time he got to the desserts, the pecan pie was always gone.

Analyze the validity of communication by asking yourself:

-  To whom was it made?

-  What was the protected communication?

-  When was it made?

What if…you find no evidence of a protected communication? 

or, the allegation of wrongdoing was not substantiated? 

or, the protected communication was made in retaliation against

management officials?

Question 2

 SHAPE  \* MERGEFORMAT 



Following a protected communication, was an unfavorable personnel action taken or a favorable action withheld?

Was a threat made to take an unfavorable action or withhold a favorable action for making or preparing a protected communication?

Adverse Personnel Action

A personnel action is any action taken on a member of the Armed Forces that affects or has the potential to affect that military member’s current position or career.

Examples of personnel actions include:

-  Performance evaluations;

-  Transfer or reassignment;

-  Changes to duties or responsibilities;

-  Disciplinary or other corrective actions;

-  Denial of reenlistment or separation;

-  Decisions concerning awards, promotions or training;

-  Decisions concerning pay or benefits; or,

-  Referrals for mental health evaluation.

Additional examples of personnel actions are revocation of:

-  Access to classified material;

-  Authorization to carry weapons;

-  Flying status; or,

-  Personnel Reliability Program certification (Key:  Was the action discretionary?)

Question 2 (continued) 

 SHAPE  \* MERGEFORMAT 



Adverse Personnel Action (continued)

Investigations (fact finding tools) are not considered adverse actions.  However, actions taken as a result of an investigation may be considered adverse action(s). 
Would the following be examples of an Adverse Personnel Action?

-  Commander Star claims his fitness report had strong grades; however the narrative portion did not contain the key “hard charging” words.

-  Senior Chief Charger was scheduled to attend the Senior Enlisted Academy, but was “flagged” (i.e., prohibited from attending training) pending the outcome of an investigation.  Senior Chief Charger was the subject of the investigation.  

What if….
-  Management did not consider the personnel action to be “adverse”?

-  The personnel action was subsequently reversed?

-  There was no personnel action?

Question 3 

 SHAPE  \* MERGEFORMAT 



Before taking or threatening an adverse personnel action, did the management officials know about the protected communication?

Responsible Management Officials
Before you can answer the question, you must first determine:

-  Who is a responsible management official (RMO); and,

-  If the RMO(s) had prior knowledge of the protected communication.

The complainant will more than likely identify the person(s) he/she feels is the responsible official; however, you must establish the person’s role in the matter by gathering additional information.  An RMO is someone who:

-  Influenced or recommended the action be taken;

-  Made the decision to take the action;

-  Signed applicable correspondence regarding the action; or,

-  Approved, reviewed, or endorsed the action.

Once you determine who was involved in any of the above actions, you will need to establish:

-  When the responsible management official knew;

-  What the responsible management official knew;

-  How did responsible management official find out; and,

-  If anyone else knows the official knew.

You may also need to determine when the RMO considered taking the action, initiated the action, and completed the action.

Question 3 (continued)


Interviewing the Complainant 

The complainant will be able to provide the answers to many of your questions.  Include these questions in your interview to elicit information about the responsible official:

-  Who do you believe is responsible?

-  Why do you believe they knew you made a protected communication before taking the adverse action?

-  Who can testify/provide documents to support your allegation that the responsible official knew of your protected communication?

Interviewing Witnesses


You will want to include witnesses in your quest for information regarding the responsible official’s knowledge of the protected communication.  Ask witnesses:

-  What do you know about the complainant’s protected communication, and when did you find out?

-  Did you tell anyone else about the complainant’s protected communications, and if so, when?

-  Do you believe the responsible official knew about the protected communications before they took the adverse personnel action?  Why?

-  Who else might have information supporting your statement that the responsible official knew/did not know about the protected communication?

Question 3 (continued) 

 SHAPE  \* MERGEFORMAT 



Interviewing the Responsible Management Official

Establish what the RMO knew personally.   During the interview, ask the questions to obtain necessary information such as:

-  Did you personally receive the protected communication?

-  Did you hear rumors about the protected communication?

-  Did you suspect or believe the complainant made a protected communication (even if not true)?

The RMO does not need to have precise knowledge of the content of the protected communication.  Your primary focus should be determining whether or not the RMO was aware of the protected communication, regardless of the subject or content.  

Additional questions you may want to ask each RMO are:

-  When and how did you first become aware of the complainant’s protected communication?

-  When and how did you first come to believe or suspect the complainant may have made (or intended to make) a protected communication?

Handling Conflicting Evidence

You may encounter circumstances wherein the responsible official denies having any knowledge of the protected communication.  You may also be unable to uncover documentary evidence to corroborate witnesses’ testimony that the responsible official knew.  If presented with this situation, weigh the evidence and answer this question based on available information.  

NOTE:  If there is any doubt or uncertainty whether a responsible official knew about the protected communication, give the complainant the benefit of the doubt and proceed.

Question 4


Does a preponderance of the evidence establish that the adverse personnel action would have been taken absent the protected communication?

Reprisal or Independent Basis for Personnel Action

The fourth and final step of the process is to determine whether or not the personnel action was reprisal or if the responsible official took the personnel action for another reason.  It is important at this stage of your investigation to make sure you have all the evidence you will need to determine your answer to this question.  Collect all evidence to include:

Documentary

-  Copy of the adverse personnel action.

-  Service regulations and policies.

-  Other relevant documents.

Testimonial

-  Complainant.

-  Responsible management officials (anyone who decided, directed, recommended or influenced the adverse personnel action).

-  Other key witnesses.

Question 4 (continued)


Reprisal or Independent Basis for Personnel Action (continued)

Follow some basic interview guidelines to ensure you obtain all of the information you will need to decide whether or not reprisal occurred.  Your goal is to collect documents and testimony to make a convincing argument in your report supported by credible evidence.

-  Get the “big picture” from each witness.

-  Ensure you get answers to all four reprisal questions from the Responsible Management Official (RMO).

-  Ask the tough questions - don’t hedge or retreat.

If a witness gets annoyed or defensive during the interview, stop the interview, re-establish rapport, and then continue the interview.

Each of the following points should be discussed in your completion report.  In your analysis of the adverse personnel action, consider the following standards:

1.  Procedural correctness of the action;

2.  Reasons the RMO(s) took the action;

3.  Reasonableness of the action (Did the punishment fit the crime?);

4.  Consistency of the action with past practice (Were previous problems handled in a similar way?); and,

5.  Motive of responsible officials for taking the action.
Reporting Requirements


Under 10 U.S.C. §1034 and DoD Directive 7050.6, the following investigation and report writing requirements are mandatory.

-  The investigating official must be outside the immediate chain of command of both the military member (complainant) and the responsible management officials against whom the allegations were made.

-  Service agencies must submit two copies of the report of investigation to DoD IG - one unredacted and one redacted for the complainant.  The DoD IG must provide the complainant a copy of the report of the reprisal investigation within 30 days of completion.  The copy released to the complainant will contain the maximum disclosure of information permitted under FOIA.

-  The deadline for completion of the investigation is 180 days after receipt of the allegation.  If not completed, DoD IG must notify the Under Secretary of Defense (Personnel and Readiness) and include the reasons for the delay and an expected date of completion.  

-  The report must stand-alone and include all relevant facts.  In addition to the report, provide DoD IG with all supporting documentation.  Before forwarding to DoD IG, ensure the report includes:

-- A thorough review of the facts and circumstances relevant to the allegation(s).

-- The relevant documents acquired during the investigation.

-- Summaries of interviews conducted.

The suggested format for the report is outlined in DoDD 7050.6.  In the background section, briefly outline the facts leading to the adverse action.  The background section should contain undisputed facts, not analysis.  

Follow the background section with a brief, but thorough, summary of the evidence you acquired in response to Questions 1 through Question 3.  Conclude with an in-depth analysis of the evidence you obtained related to each personnel action (Question 4), applying the five standards discussed on page 8-20.   
Improper Referral for Mental Health Evaluation

As mentioned earlier in this chapter, 10 U.S.C. §1034 prohibits referral for mental health evaluation in reprisal for a protected communication.  Such allegations are handled as reprisal complaints.  

This portion of the chapter will address allegations of improper referral of military members for mental health evaluation (MHE).  Such allegations may involve procedural errors or omissions, denial of rights, or other non-compliance with applicable directives.  

The DoD Directives listed below provide procedures for command directed MHE referrals and psychiatric hospitalization.  They also direct the Services to develop policy and procedures to manage cases of service members who are believed to be imminently dangerous.

-  DoD Directive 6490.1, “Mental Health Evaluations of Members of the Armed Forces,” October 1, 1997

-  DoD Directive 6490.4, “Requirements for Mental Health Evaluations of Members of the Armed Forces,” August 28, 1997

These directives do not cover:

-  Self-referral for mental health services;

-  Family Advocacy Program;

-  Drug/alcohol rehabilitation programs;

-  Responsibility and competency inquiries;

-  Diagnostic referral by non-mental healthcare providers; and,

-  Evaluations required by Service organizations.
DoD IG’s Responsibilities

It is the DoD IG’s responsibility to conduct or oversee investigations of allegations of improper referral for MHEs.

DoD IG is also required to prepare a semiannual report to Congress. This report contains a synopsis of investigative activity related to improper referral for MHEs.

NAVINSGEN Responsibilities

It is NAVINSGEN’s responsibility to report allegations of improper referral for MHE to DoD IG within 10 working days.  NAVINSGEN investigates these allegations in accordance with DoD and DoN directives and reports its investigative findings to DoD IG.

Referral Types

The responsibility for determining whether or not referral for mental health evaluation should be made rests with the service member’s Commanding Officer.  The following page outlines actions for the Commanding Officer and mental healthcare provider, depending upon the type of referral.

A non-emergency referral is one that is considered routine.  In such cases, the requirement to notify the service member of his or her rights when being referred for MHE shall take priority.

An emergency referral results from a situation where:

-  A service member is threatening imminent harm to him/herself or others, by words or actions; or,

-  A service member is threatening to destroy property under circumstances likely to lead to serious personal injury or death; and,

-  Delay of the referral for MHE would further endanger the service member or others.

Commanding Officer’s Actions


	Non-emergency MHE
	Emergency MHE

	Consult with a mental healthcare provider (MHCP) to discuss the member’s actions and behaviors. 
	Try to consult with a MCHP or other privileged physician prior to referral.

	
	Safely transport member to the nearest MCHP or, if unavailable, a physician, as soon as practical.

	At least two business days in advance, provide member with a referral memorandum including a statement of rights.
	As soon as practical, provide member with a referral memorandum including a statement of rights.

	Send the Commanding Officer of the Medical Treatment Facility (MTF) a memorandum formally requesting MHE.
	If unable to consult with MCHP before transporting member, forward memo to MCHP as soon as practical.  


Mental Healthcare Provider’s Action


-  Prior to a non-emergency MHE, determine if the proper referral procedures were followed.  If they were not, report the fact to the chain of command.

-  Advise the member of the purpose, nature, and likely consequences of MHE before the evaluation is conducted.

-  Advise the member that the MHE is not confidential.

-  After completing the evaluation, forward a memorandum to the member’s Commanding Officer regarding the results of the MHE and recommendations.  
Service Member’s Rights


When referred for a mental health evaluation, a service member has certain rights.  As outlined below, the member is entitled to:

-  Be given at least two business days prior to the MHE, except in emergencies, to consult with an IG, attorney, chaplain, or other appropriate party;

-  Be provided with a military or DoD civilian attorney, at no cost, to obtain advise regarding ways to seek redress (including, but not limited to, Article 138 of the UCMJ), if requested;  

-  Request an IG investigation; and,

-  Seek a second medical opinion.

NOTE:  No person may restrict the member from lawfully communicating with an IG, attorney, Member of Congress, or other person regarding the MHE referral.  Such action would be punishable under Article 92 of the UCMJ.

Hospitalization for Psychiatric Evaluation/Treatment


Depending upon the circumstances, a service member may require hospitalization for psychiatric evaluation and/or treatment.  

A voluntary admission is appropriate if the MHCP determines one of the following.

-  In-patient admission is clinically indicated.

-  The member has the capacity to make an informed decision about treatment.

-  The member voluntarily consents to be hospitalized.

An involuntary admission is appropriate only when the MCHP makes a reasoned, good faith clinical judgment that:

-  The service member has, or likely has, a severe mental disorder and poses a danger to him/herself and/or others.

-  The evaluation or treatment cannot reasonably be provided by a less restrictive level of care.

Service Member’s Rights when Hospitalized Involuntarily


When hospitalized involuntarily for psychiatric treatment, service members are afforded these additional rights:

-  To be advised by the MCHP of the reason for admission and the likely consequences of the evaluation and any treatment;

-  An evaluation within 24 hours of hospital admission;

-  To contact a relative, friend, chaplain, attorney, and/or an IG as soon after admission as the member’s condition permits; and,

-  To have an independent review of the admission if the involuntary hospitalization is to continue beyond 72 hours.

In such cases, while the member retains the rights associated with referral for MHE, notification to the service member of those rights shall not take precedence over ensuring the service member’s or other’s safety.  Notification of rights may be delayed until it is practical.
Imminent Dangerousness

Prompted by past incidents of violence, the directives discussed on page 8-22 were revised to address the issue of imminently dangerous service members.  Those directives require the Services to have procedures for immediate management of dangerous members.  They also require Commanding Officers to be alert to potentially dangerous members and to take precautions to ensure the safety of the member and others.  The directives also contain provisions for the evaluation and separation of a dangerous member.

	Imminently Dangerous Service Member

An individual at substantial risk of committing an act that would result in serious injury or death to him/herself or others; or of destroying property under circumstances likely to lead to serious personal injury or death.  The individual must manifest the intent and ability to carry out that action.



Clinical Evaluation and Recommendations

A privileged, doctoral-level MCHP must make a clinical determination, based on a comprehensive evaluation, that the member is imminently dangerous.  

The MCHP must then advise the member’s Commanding Officer within one business day after completing the MHE regarding the member’s:

-  Diagnosis, prognosis, precautions, and treatment plan;

-  Fitness and suitability for continued service; and,

-  Continuation in the service.

A member’s Commanding Officer must co-sign a recommendation for separation from the service.  The Commanding Officer must explain a decision to retain the member against medical advice to his/her own Commanding Officer within two business days.  

In Summary…


-  Determine the complainant’s employee status to refer reprisal allegations to the proper agency.

-  Report allegations of reprisal against a military member or improper referral for MHE to DoD IG within 10 working days.

-  For reprisal against a military member, answer “The Four Reprisal Questions.”

-  Include all relevant facts in your report and provide all supporting documentation.
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